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Why an OSPO?



What came before



OSPO

• Implement the action plan in the open 

source strategy

• Promote open source practices within 

Commission

• Provide support and guidance to open 

source projects

• Represent Commission in open source 

events and establish connections with 

other organisations



Milestone: inner source default

• New projects by default visible internally

• (To be) applied retroactively to existing projects



Milestone: Commission Decision
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code.europa.eu



• Repository for open source projects for EUIs

• Action from the open source strategy

• Runs on GitLab

• Runs in Europe

What is code.europa.eu?



Area Status

Setup

• Live since 12th May

• Currently in Beta until the end of August

• Started to work on customization (visuals, disclaimers, terms of use)

• First draft of the IP and Security guidelines to be finalised by 10th June 

(currently under revision)

• Involved stakeholders: JRC CIPS, DIGIT S, DIGIT and ESTAT

Onboarding

• 6 programmes being onboarded (in different states)

• In conversations with DIGIT, JRC, PO, DG CLIMA, DG MARE, ESTAT, 

EISMA, COMP

Communication
• Communicated internally within Commission

• Bi-lateral meetings with projects

Current status



Trends



CITnet and code.europa.eu

CITnet code.europa.eu

Project A

Project B

Project C

1 2 3 4 5

1 2 3 4 5 1 2 3 4 5

1 2 3 4 5



Internal EC Guidelines

• For European Commission projects:

• They must be declared in Eureca (Central IP Service)

• Need to deal with secrets management (they code cannot include digital 

authentication credentials, including passwords, keys, APIs, tokens)

• Need to deal with sensitive data management (the code cannot include information 

on internal infrastructure, domains, internal IP addresses).



Next steps
Area Activities

Setup

• Continue customizing the platform (appearance, terms of use)

• Agree on allowed migration scenarios (and scope)

• Agree on naming conventions (group, subgroup, project name)

• Implement code contribution certificates 

• Finalise guidelines and send them to IRMs and stakeholders for review

Onboarding • Continue onboarding more projects (DG MARE, ESTAT)

Communication

• Internal communication in June

• Article in intranet

• DSF

• SMT

• External communication in September (possible announcement in 

FOSS4G conference in Firenze)
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